
 

1. Общие положения 

Настоящая политика обработки персональных данных составлена в соответствии с 

требованиями Федерального закона от 27.07.2006. № 152-ФЗ «О персональных 

данных» (далее — Закон о персональных данных) и определяет порядок обработки 

персональных данных и меры по обеспечению безопасности персональных данных 

у Оператора. Политика является общедоступным документом Оператора и 

предусматривает возможность ознакомления с ней любых лиц. Политика действует 

бессрочно после утверждения и до ее замены новой версией. В Политике 

используются термины и определения в соответствии с их значениями, как они 

определены в ФЗ-152 «О персональных данных». Обработка персональных данных 

Оператором осуществляется с соблюдением принципов и условий, 

предусмотренных настоящей Политикой и законодательством Российской 

Федерации в области персональных данных. 

2. Основные понятия, используемые в Политике 

2.1. Автоматизированная обработка персональных данных — обработка 

персональных данных с помощью средств вычислительной техники. 

2.2. Блокирование персональных данных — временное прекращение обработки 

персональных данных (за исключением случаев, если обработка необходима для 

уточнения персональных данных). 

2.3. Веб-сайт — совокупность графических и информационных материалов, а 

также программ для ЭВМ и баз данных, обеспечивающих их доступность в сети 

интернет. 

2.4. Информационная система персональных данных — совокупность 

содержащихся в базах данных персональных данных и обеспечивающих их 

обработку информационных технологий и технических средств. 

2.5. Обезличивание персональных данных — действия, в результате которых 

невозможно определить без использования дополнительной информации 

принадлежность персональных данных конкретному Пользователю или иному 

субъекту персональных данных. 

2.6. Обработка персональных данных — любое действие (операция) или 

совокупность действий (операций), совершаемых с использованием средств 

автоматизации или без использования таких средств с персональными данными, 

включая сбор, запись, систематизацию, накопление, хранение, уточнение 

(обновление, изменение), извлечение, использование, передачу (распространение, 

предоставление, доступ), обезличивание, блокирование, удаление, уничтожение 

персональных данных. 

2.7. Оператор — государственный орган, муниципальный орган, юридическое или 

физическое лицо, самостоятельно или совместно с другими лицами организующие 

и/или осуществляющие обработку персональных данных, а также определяющие 

цели обработки персональных данных, состав персональных данных, подлежащих 

обработке, действия (операции), совершаемые с персональными данными. 

2.8. Персональные данные — любая информация, относящаяся прямо или косвенно 

к определенному или определяемому Пользователю веб-сайта. 

2.9. Персональные данные, разрешенные субъектом персональных данных для 

распространения, — персональные данные, доступ неограниченного круга лиц к 

которым предоставлен субъектом персональных данных путем дачи согласия на 

обработку персональных данных, разрешенных субъектом персональных данных 

для распространения в порядке, предусмотренном Законом о персональных данных 

(далее — персональные данные, разрешенные для распространения). 

2.10. Пользователь — любой посетитель сайта. 



3. Правовые основания обработки персональных данных 

3.1. Обработка персональных данных осуществляется Оператором на основании 

следующих документов: Конституция Российской Федерации; Гражданский кодекс 

Российской Федерации; Федеральный закон от 27.07.2006г. № 152-ФЗ «О 

персональных данных»; Федеральный закон от 06.04.2011г. № 63-ФЗ «Об 

электронной подписи»; и иных нормативно-правовых и локальных актов. 

4. Основные права и обязанности Оператора 

4.1. Оператор имеет право: 

— получать от субъекта персональных данных достоверные информацию и/или 

документы, содержащие персональные данные; 

— в случае отзыва субъектом персональных данных согласия на обработку 

персональных данных, а также, направления обращения с требованием о 

прекращении обработки персональных данных, Оператор вправе продолжить 

обработку персональных данных без согласия субъекта персональных данных при 

наличии оснований, указанных в Законе о персональных данных; 

— самостоятельно определять состав и перечень мер, необходимых и достаточных 

для обеспечения выполнения обязанностей, предусмотренных Законом о 

персональных данных и принятыми в соответствии с ним нормативными 

правовыми актами, если иное не предусмотрено Законом о персональных данных 

или другими федеральными законами. 

4.2. Оператор обязан: 

— предоставлять субъекту персональных данных по его просьбе информацию, 

касающуюся обработки его персональных данных; 

— организовывать обработку персональных данных в порядке, установленном 

действующим законодательством РФ; 

— отвечать на обращения и запросы субъектов персональных данных и их законных 

представителей в соответствии с требованиями Закона о персональных данных; 

— сообщать в уполномоченный орган по защите прав субъектов персональных данных по 

запросу этого органа необходимую информацию; 

— публиковать или иным образом обеспечивать неограниченный доступ к настоящей 

Политике в отношении обработки персональных данных; 

— принимать правовые, организационные и технические меры для защиты персональных 

данных от неправомерного или случайного доступа к ним, уничтожения, изменения, 

блокирования, копирования, предоставления, распространения персональных данных, а 

также от иных неправомерных действий в отношении персональных данных; 

— прекратить передачу (распространение, предоставление, доступ) персональных 

данных, прекратить обработку и уничтожить персональные данные в порядке и случаях, 

предусмотренных Законом о персональных данных; 

— исполнять иные обязанности, предусмотренные Законом о персональных данных. 

4.3. Контроль исполнения требований настоящей Политики осуществляется 

ответственным за организацию обработки персональных данных. Ответственность лиц, 

участвующих в обработке персональных данных на основании поручений Оператора, за 

неправомерное использование персональных данных устанавливается в соответствии с 

условиями заключенного между Оператором и контрагентом гражданско-правового 

договора или Соглашения о конфиденциальности информации. Лица, виновные в 

нарушении норм, регулирующих обработку и защиту персональных данных, несут 

материальную, дисциплинарную, административную, гражданско-правовую или 

уголовную ответственность в порядке, установленном федеральными законами, 

локальными актами, соглашениями Оператора. Политика обработки персональных 

данных разрабатывается ответственным за организацию обработки персональных данных 



и вводится в действие после утверждения руководителем Оператора. Предложения и 

замечания для внесения изменений в Политику следует направлять по адресу info@on-

wifi.ru. Политика пересматривается ежегодно для поддержания в актуальном состоянии. 

5. Основные права и обязанности субъектов персональных данных 

5.1. Субъекты персональных данных имеют право: 

— получать информацию, касающуюся обработки его персональных данных, за 

исключением случаев, предусмотренных федеральными законами. Сведения 

предоставляются субъекту персональных данных Оператором в доступной форме, 

и в них не должны содержаться персональные данные, относящиеся к другим 

субъектам персональных данных, за исключением случаев, когда имеются 

законные основания для раскрытия таких персональных данных. Перечень 

информации и порядок ее получения установлен Законом о персональных данных; 

— требовать от оператора уточнения его персональных данных, их блокирования 

или уничтожения в случае, если персональные данные являются неполными, 

устаревшими, неточными, незаконно полученными или не являются 

необходимыми для заявленной цели обработки, а также принимать 

предусмотренные законом меры по защите своих прав; 

— на отзыв согласия на обработку персональных данных, а также, на направление 

требования о прекращении обработки персональных данных; 

— обжаловать в уполномоченный орган по защите прав субъектов персональных 

данных или в судебном порядке неправомерные действия или бездействие 

Оператора при обработке его персональных данных; 

— на осуществление иных прав, предусмотренных законодательством РФ. 

5.2. Субъекты персональных данных обязаны: 

— предоставлять Оператору достоверные данные о себе; 

— сообщать Оператору об уточнении (обновлении, изменении) своих персональных 

данных. 

5.3. Лица, передавшие Оператору недостоверные сведения о себе, либо сведения о другом 

субъекте персональных данных без согласия последнего, несут ответственность в 

соответствии с законодательством РФ. 

6. Порядок и условия обработки персональных данных. 

6.1. Обработка персональных данных Оператором ведется смешанным способом, 

т.е. происходит как, с использованием средств автоматизации, так и ручным 

способом. Осуществляются следующие действия с персональными данными: сбор, 

запись, систематизация, накопление, хранение, уточнение (обновление, 

изменение), извлечение, использование, передача, предоставление, доступ), 

обезличивание, блокирование, удаление, уничтожение персональных данных. При 

обработке обеспечиваются точность, достаточность и актуальность персональных 

данных по отношению к целям их обработки. При обнаружении неточных или 

неполных персональных данных производится их актуализация. Получение и 

обработка персональных данных в случаях, предусмотренных ФЗ-152, 

осуществляется Оператором с письменного согласия субъекта персональных 

данных. Равнозначным согласию в письменной форме на бумажном носителе, 

содержащему собственноручную подпись субъекта персональных данных, 

признается согласие в форме электронного документа, подписанного 

квалифицированной электронной подписью. Согласие на обработку персональных 

данных может быть дано субъектом персональных данных или его представителем 

в любой позволяющей подтвердить факт его получения форме, если иное не 
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установлено ФЗ-152. Согласие на обработку персональных данных может быть 

выражено в форме совершения действий. 

6.2. Обработка специальных категорий персональных данных, касающихся 

расовой, национальной принадлежности, политических взглядов, религиозных или 

философских убеждений, интимной жизни, Оператором не осуществляется. 

Сведения, которые характеризуют физиологические особенности человека и на 

основе которых можно установить его личность (биометрические персональные 

данные), могут обрабатываться только при наличии согласия в письменной форме 

субъекта персональных данных. 

6.3. Обработка и хранение персональных данных осуществляются не дольше, чем 

этого требуют цели обработки персональных данных, если отсутствуют законные 

основания для дальнейшей обработки. Обработка персональных данных на 

основании договоров и иных соглашений Оператора, поручений Оператору и 

поручений Оператора на обработку персональных данных осуществляется в 

соответствии с условиями этих договоров, соглашений и поручений. 

Вышеуказанные документы могут определять, в частности: цели, условия, сроки 

обработки персональных данных; обязательства сторон, в том числе меры по 

обеспечению безопасности персональных данных; права, обязанности и 

ответственность сторон, касающиеся обработки персональных данных. 

6.4. Согласие на передачу, сбор, хранение, обработку персональных данных может 

быть выражено в форме совершения действий, в том числе, но не ограничиваясь: 

принятия условий договора-оферты, проставления соответствующих отметок, 

заполнения полей в формах, бланках, или оформлено в письменной форме в 

соответствии с законодательством. В случае принятия условий договора-оферты и 

оплаты услуг, Пользователь полностью принимает и соглашается с политикой 

обработки, сбора, хранения персональных данных и дает свое согласие на 

обработку персональных данных Оператору. 

6.5. Оператор предпринимает необходимые правовые, организационные и 

технические меры для обеспечения безопасности персональных данных, их защиты 

от несанкционированного (в том числе, случайного) доступа, уничтожения, 

изменения, блокирования доступа и других несанкционированных действий. К 

таким мерам, в частности, относятся: назначение сотрудников, ответственных за 

организацию обработки и обеспечение безопасности персональных данных; 

проверка наличия в договорах и включение при необходимости в договоры 

пунктов об обеспечении конфиденциальности персональных данных; издание 

локальных актов по вопросам обработки персональных данных, ознакомление с 

ними работников, обучение пользователей; обеспечение физической безопасности 

помещений и средств обработки, пропускной режим, охрана, видеонаблюдение; 

ограничение и разграничение доступа сотрудников и иных лиц к персональным 

данным и средствам обработки, мониторинг действий с персональными данными; 

определение угроз безопасности персональных данных при их обработке, 

формирование на их основе моделей угроз; применение средств обеспечения 

безопасности (антивирусных средств, межсетевых экранов, средств защиты от 

несанкционированного доступа, средств криптографической защиты информации), 

в том числе прошедших процедуру оценки соответствия в установленном порядке; 

учёт и хранение носителей информации, исключающее их хищение, подмену, 

несанкционированное копирование и уничтожение; резервное копирование 

информации для возможности восстановления; осуществление внутреннего 

контроля за соблюдением установленного порядка, проверка эффективности 

принятых мер, реагирование на инциденты 

 


